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 Annex B - FLOWCHARTS 

 
These flowcharts support a number of the processes covered in this 
guidance. They are intended as a guide and are not definitive.  There may 
be established processes within your organisations which cover or can be 
adapted to cover or join up with these, which you may wish to follow. 
 

B1 Colour Codes 
 
The flowcharts follow the colour-coding established in the table at 1.13, 
and used throughout this guidance. Two further groups are introduced for 
the purposes of these flowcharts. The process step types are identified by 
shape and are defined below. 
 

 
Public:  Child or Parent/Carer  

 

ContactPoint User:  Practitioner, 
manager or administrative/support 

staff 

 
 
 
 
 
 
 
 
 

Staff Manager:  Manager in 
organisation but non-ContactPoint 

user 

 
 
 
 
 

ContactPoint Management Team:  
Manager, User account 

administrator or Data administrator 
 
 
 
 

 
References are made between the relevant sections and flowcharts 
throughout the guidance 

B2 

 
Records of all action taken and decisions made must be recorded by the 
relevant staff.  In some cases this will include both non-ContactPoint 
users and ContactPoint Management Team staff.  

B3 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

48



Draft- For Public Consultation 

 
Creating a new ContactPoint user account (See 4.29-4.33).   B4 

 

Is applicant’s 
role eligible 
for access?  

No

Not Obtained

Applicant is now an authorised 
ContactPoint user 

Start: Request made for new user 
account 

Do not proceed - Inform 
applicant/manager 

Applicant has 
obtained 

enhanced CRB 
and VBS*? 

Applicant undergoes 
enhanced CRB check & 
joins VBS and re-applies 

Appropriate 
training 

undertaken? 

Applicant completes all 
necessary training and 

re-applies Not undertaken

Set up user account and 
password. Issue security token 

to applicant. Grant access rights. 

Undertaken

*VBS = Vetting and Barring Scheme, to be 
implemented in Autumn 2008 

Obtained 
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User Access (Direct)  See 2.11-2.13.    B5 

 
 
 
 
 

No

 Is  
CMS  

adapted? 
Yes

Start: Authorised 
user wants to 

access 

User contacts 
mediated access 
provider (See B6) 

Begin using 
ContactPoint  

Use Secure 
ContactPoint web-
portal and provide 

user name, password 
and security token 

information to 
authenticate login 

Open CMS and 
login as normal – 
CMS will enable 

connection to 

 Does 
User have 

IT equipment? 
Yes

No
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User Access (Mediated)  See 2.14-2.16 B6 

 
 
 
 Start:  Authorised user 

(Requestor) contacts another 
authorised user (Mediator) to 
request mediated access to 

ContactPoint 

Mediator logs in using own 
account then selects mediation. 

Now prompted to seek 
Requestor authentication.

Requestor provides user name, 
password and security token 

information to authenticate login 
to Mediator 

Mediator enters Requestor 
information to confirm access is 

permitted. 

Mediator carries out actions as 
instructed by Requestor then 

logs out of mediation when action 
complete 
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Manually requesting/creating new child record  (See 3.19-3.22) B7 
 
 

Start: User searches for 
child on ContactPoint and 

cannot find record 

Is child 
record now NoYes 

LA ContactPoint 
Management Team 
confirms creation of 

new record 

Submit information about 
child into ContactPoint to 

start creation of new record

LA ContactPoint 
Management Team 

performs additional search 
including shielded and 

archived records  

Inform user that 
record exists for 

child 
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Subject Access Request by Child (See 4.7-4.16) B8 

 
 
 

Do not disclose data - 
Inform applicant 

(suggest parent/carer 
applies on their behalf) – 

See B9 

Do not disclose 

Yes 

No  Is child the 
applicant? – Seek 

proof of identity 

Yes 

No

Start:  Child sends in 
Subject Access 

request (SAR) in 
writing 

 Does child have 
sufficient 

understanding to 
make request?

Produce report of 
information held in 

live system and 
archive and 

disclose  
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Subject Access request on behalf of a Child (See 4.7-4.16) B9 

 

Yes 

No 

 Does applicant have 
parental responsibility 
for child? - Seek proof 

of identity/ 
relationship 

No 

 Does child 
agree with 

disclosure to 
applicant? 

No 

Yes 

Start:  Parent/Carer 
sends Subject Access 

request in writing 

Do not disclose 

 Does child have 
sufficient 

understanding to 
make request? 

Produce report of 
information held in live 

system and archive, and 
disclose  

Yes 
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B10 Consent (Retaining a child record above 18 or Indicating 

‘Sensitive Services’)   (See  3.30 and 3.34-3.36) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

No No 

Start: User requires consent 
to retain records past 18 or 

record sensitive service 
involvement

Does child 
have sufficient 
understanding? 

Will retention 
support 

transition to 
adult services? 

Do not mark for 
retention – record 
moves to archive 

Seek consent from 
parent/carer 

Is informed, 
explicit consent 

to mark 
involvement 

given? 

Yes 

Record sensitive 
service involvement 

Do not record 
involvement 

No 

Yes 

Is informed, 
explicit consent 
to retain record 

given? No 

Mark record for 
retention 

Yes 

Yes 

Retention 
past 18 

Sensitive 
service 
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Brokering Contact Between Users and ‘Sensitive Services’  (See 
3.48-3.52) 

B11 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Does sensitive 
service judge 

contact 
appropriate? 

Yes No 

Start: User sees sensitive 
service involvement indicated on 

record and wants to contact 
practitioner

User contacts LA Management 
Team giving reason for contact 

LA Management Team contacts 
‘Sensitive Service’ giving above 

details 

User contacts LA Management 
Team giving reason for contact 

LA Management team informs 
user of refusal 
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Shielding Records  (See 4.63 - 4.69) B12 

 
 
 

Yes 

No

Start: Notified of risk of 
significant harm from a child’s 

record being visible on 
ContactPoint by authorised user, 
other practitioner, parent/carer or 

data source 

Initial shielding undertaken 
immediately, pending review 

Local authority reviews shielding 
decisions (either periodically or 
following ‘un-shielding’ request).  
Consult family where appropriate 

Record/s 
still require/s 
shielding? 

Un-shield record and inform 
child/parent/carer as appropriate 

Record remains shielded until 
next periodical review or ‘un-

shielding’ request 
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B13 Managing Suspicious Usage  See 3.9 - 3.12 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Contact user for an explanation 

Is user 
explanation 
satisfactory? 

No 

Yes 

Take further action as required – 
this may include additional user 
training or undertaking further 

enquiries 

Start: Suspicion of misuse 
reported by ContactPoint user, 

other practitioner, parent/carer or 
through audit of usage 

No further action 

Depending on outcome, 
reactivate or close user account 
and follow disciplinary process 

Decide if user account should be 
suspended and suspend if 

necessary 
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B14 Complaints Procedure See 4.17-4.21 
 
 

tart: Complaint received from child, 
parent or carer concerning access 

to ContactPoint or accuracy 

 
 
 
 
 
 
 
 

Complaints manager 
investigates within 20 working 

days 
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No 

Yes  Complaint 
satisfactorily resolved? 

Conduct internal review if 
process exists in LA 

Escalate to Local 
Authority Ombudsman or 

Information 
Commissioner if all 
avenues exhausted 

Yes 

No  Complaint 
satisfactorily resolved? 

Take no further action 


