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The first person to register from an organisation, for an IdAMS account, is automatically given super 
user privileges. 

Once you have successfully registered for an IdAMS account, and it has been approved, access 
IdAMS from the URL https://logon.fasst.org.uk and log in to your account. 

Click on ‘My Identity’. 

From this screen you are able to change your email, your password, and change your password 
reset preferences. 

If you forget your password, access IdAMS from the URL above and select ‘I forgot my password’, 
enter your email or username and submit.  You will receive an email containing a link to create and 
confirm a new password.   

If you have selected to have your password resets via SMS text message, you will receive a pin 
number to your mobile. 

https://logon.fasst.org.uk/
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Searching for a user  
 
Once logged in, from the home page, select ‘My Team’. 
 

 
 
The page will display all the users that are currently registered for your organisation.  You can also 
search for a user. 
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Assign role permissions 

To assign a role to a user, locate the user, and select ‘Update User’. 

Then select ‘Assign A New Permission’ 
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Select ‘Add’ on the roles you wish to assign (see table on page 14 for more information on the 
role permissions). 
 
 

 
 
 
Once the role has been added, you will see a ‘success’ message on the bottom left of the screen 
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Approving / rejecting user account and role requests 
 
You will receive an email informing you a user has registered for an account or requested role 
permissions. 
 
When you log in, you will see a number highlighted in red, showing you have users requiring approval 
of roles / accounts. 
 

 
 
Select ‘My Team’, and the ‘Users Requiring Attention’ tab 
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To approve or reject the request, select ‘update user’. 
 

 
 
Then select ‘Approve’ or ‘Reject’. 
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If you select the ‘Reject’ option, a text box will open, where you can enter your reasons for rejection, 
then select ‘send’. 
 

 
 
Once you select ‘send’, you will see a ‘success’ message on the bottom left of the screen.   
 

 
 
The user will receive an email informing them of the rejection, and containing the information you 
entered in the rejection text box. 
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To approve the request, select the ‘Approve’ button. 
 

 
 
Once you select ‘approve’, you will see a ‘success’ message on the bottom left of the screen.   
 

 
 
The user will receive an email informing them that the request has been approved. 
 
Assign as Super User 
 
To assign super user permissions to another user in your organisation.  Select ‘My Team’. 
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Then select ‘Assign Super Users’. 
 

 
 
 
Select ‘Assign’  
 

 
 
 
Once you select ‘Assign’, you will see a ‘success’ message on the bottom left of the screen.   
 

 
 
The user will receive an email informing them that they have been assigned as a super user. 
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Invite Employee to Register 
 
To invite another employee of your organisation to register, from the home page select ‘Invite 
Employee’ 
 

 
 
Enter the name and email address and select ‘Invite’. 
 

 
 
Once you select ‘Invite’ you will see a success message on the bottom left of the screen. 
 

 
 
 
The user will receive an email. 
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The user should access the email, select ‘Register’.  
 
 

 
 
 
Complete the online registration form, and select ‘Register’. 
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The next screen will show the username. 
 

 
 
 
 
On the next screen, the user should select their password reset preference and submit. 
 

 
 
Once they have selected ‘Submit’, the account is created and the user will be taken to the IdAMS 
home screen. 
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Application / Service Role Name 
Academy Trust Services 
(Academy Trusts Only) 

Accounts Return Internal Approver Allows user access to approve the 
Online Accounts Return Form 

Accounts Return Internal Preparer Allows user access to the complete the 
Online Accounts Return Form 

Apprenticeships Service for 
Providers 

Apprenticeship Editor Allows user to respond to Employer 
apprenticeship training requests and 
update apprentice details 

DCFT – Hub - BI Tools BI Hub User Allows user access to BI Tools Tab on 
the Hub 

DCFT – Hub – Data Returns Data Exchange Service – Provider 
Information Officer 

Allows user access to view and 
download business reports 

Data Exchange Service – Provider 
Submissions User 

Allows user access to submit data 
returns 

FAA – Find an apprentice Recruit an apprentice Allows user to post apprenticeship 
vacancies and manage candidate 
applications 

Land and Buildings Collection 
(Academy Trusts Only) 

Academy Trust Land and Buildings 
Approver 

Allows user access to approve the 
Land and Buildings Collection Tool 

Academy Trust Land and Buildings 
Preparer 

Allows user access to complete the 
Land and Buildings Collection Tool 

MAT Development & Improvement 
Fund 
(Academy Trusts Only) 

MDIF Preparer Allows user to access and complete the 
MAT Development & Improvement 
fund application 

Skills Funding Service (SFS) SFS Contract Authoriser Allows user to read, download, enter, 
save and submit information.  It also 
allows the user to sign documents in 
the contracts area of the service and 
receive automated emails 

SFS Contract Manager Allows user to read, download, enter, 
save and submit information and 
receive automated email alerts in the 
contracts are of the service 

SFS Contract User Allows user to read, and download 
information in the contracts area of the 
service 

SFS Data Returns and Claims 
Authoriser 

Allows user to read, download, enter, 
save and submit information.  It also 
allows the user to sign document in the 
data returns and claims area of the 
service and receive automated emails 

SFS Provider Support User This role is for users that have system 
administration rights within SFS, who 
can appoint users and give 
permissions.  More than one person 
within the organisation can be 
appointed to this role.  These names 
will be displayed to users of the service 
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